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Abstract

The "Ultimate Guide to Electronics Care" is a comprehensive resource that outlines the best
practices for ensuring the long-term durability and optimal performance of electronic devices.
From smartphones to laptops, tablets to cameras, this guide covers all aspects of electronics
maintenance, offering valuable insights and practical tips for users of all levels.

The guide begins with an overview of the importance of electronics care, highlighting the
financial and environmental benefits of prolonging the life of your devices. It then delves into
specific topics such as cleaning, storage, and handling, providing step-by-step instructions and
recommendations for each.

Additionally, the guide addresses common electronics issues and troubleshooting tips,
empowering users to address minor problems themselves and avoid costly repairs or
replacements. With a focus on sustainability, the guide also offers advice on responsible
electronics disposal and recycling.

Whether you're a tech novice or a seasoned pro, the "Ultimate Guide to Electronics Care" is an
indispensable resource for ensuring that your devices stay in top condition for years to come.

Introduction to Electronics Care
In today's digital age, electronics are an integral part of our daily lives. From smartphones to
laptops, televisions to kitchen appliances, we rely on these devices for communication,
entertainment, and productivity. However, with great convenience comes the responsibility of
proper care and maintenance. In this guide, we will explore the importance of electronics care
and provide you with practical tips to ensure the longevity and optimal performance of your
devices.

Understanding Electronics Care
Electronics care encompasses a range of practices aimed at preserving the functionality and
lifespan of electronic devices. This includes regular cleaning, safe handling, proper storage, and
timely software updates. By adopting these practices, you can prevent damage, improve
performance, and extend the lifespan of your electronics.

Cleaning Your Electronics
Dust, dirt, and grime can accumulate on the surfaces of your electronic devices, leading to
overheating and reduced performance. Regular cleaning is essential to remove these
contaminants and maintain optimal functionality. Use a soft, lint-free cloth to gently wipe the
surfaces of your devices. Avoid using harsh chemicals or abrasive materials, as these can
damage the delicate components of your electronics.



Safe Handling and Storage
Proper handling and storage are crucial for protecting your electronics from physical damage.
Always use a carrying case or protective cover to shield your devices from impact and
scratches. When not in use, store your electronics in a cool, dry place away from direct sunlight
and humidity. This will help prevent corrosion and other forms of damage caused by
environmental factors.

Software Updates and Maintenance

Regular software updates are essential for keeping your electronics secure and up-to-date.
Manufacturers often release updates to fix bugs, improve performance, and enhance features.
Make sure to install these updates promptly to ensure the optimal functionality of your devices.
Additionally, perform regular maintenance tasks, such as disk cleanup and defragmentation, to
keep your devices running smoothly.

What you should protect
Any equipment that contains electronic circuits is susceptible to damage. Electronic circuits are
found in computers, printers, TVs, stereos and microwave ovens.

If equipment is expensive, hard to replace, or if it contains critical data, you should protect it.
Damage from multiple surges over a period of time may not become apparent until the
equipment is inoperable.

Best way to protect your electronics
Surge protectors are the best way to protect your electronics from surges. The minimum level of
protection for valued or expensive electronic equipment is a plug-in surge protector.

For business-critical or a higher level of home protection, a layered approach is recommended,
in which you use a surge protector at the electric service entrance, as well as a plug-in surge
protector. Service entrance surge protectors are designed to be the first level of defense and will



not stop surges created within your home or business. Plug-in surge protectors reduce the
surge voltage to your protected equipment to safer levels.

Importance of Electronics Maintenance

In the fast-paced and technologically-driven world, the computers and electronics industry plays
a pivotal role in shaping India’s economy and technological landscape. From sprawling data
centers to personal gadgets, electronic devices have become indispensable in both urban and
rural areas. As this sector continues to evolve, it faces challenges in ensuring the smooth
operation of critical equipment.

Breakdown maintenance emerges as a crucial strategy in tackling unforeseen failures and
minimizing downtime. In this blog, we delve into the significance of breakdown maintenance in
India’s computers and electronics industry, supported by research and facts.

1) Defining Breakdown Maintenance
Breakdown maintenance, often referred to as reactive maintenance, is the practice of
addressing equipment failures and repairing them after they have occurred. Unlike preventive
maintenance, which is based on scheduled inspections and maintenance routines, breakdown
maintenance primarily focuses on fixing the issue when it arises. While preventive maintenance
aims to prevent failures from happening, breakdown maintenance is a necessary strategy for
situations where failures are inevitable.



2) The Prevalence of Breakdown Maintenance in India
The computers and electronics industry in India is vast and diverse, encompassing
manufacturing, IT services, telecommunications, consumer electronics, and more. Despite the
advancements in technology and maintenance practices, breakdowns remain a recurring
challenge in this sector.

A study conducted by the Indian Electronics and Semiconductor Association (IESA) revealed
that approximately 30% of electronics manufacturing units in India rely predominantly on
breakdown maintenance. The reasons behind this trend are multi-faceted:

Cost Constraints:
Many businesses, particularly smaller enterprises, often face financial constraints that limit their
ability to invest in elaborate preventive maintenance programs. Consequently, they resort to
breakdown maintenance to handle issues as they arise, hoping to save costs in the short term.

Skill Gap:
India’s electronics industry experiences a shortage of skilled technicians and engineers capable
of implementing preventive maintenance practices. This skill gap can lead companies to depend
on breakdown maintenance for quick fixes instead.

3) The Impact of Breakdown Maintenance on the Industry
While breakdown maintenance offers immediate resolutions to equipment failures, it comes with
significant drawbacks that can affect the overall efficiency and productivity of the computers and
electronics industry.

Downtime and Loss of Productivity:
Unplanned equipment failures result in unexpected downtime, leading to delays in production
and service delivery. These interruptions can cause a ripple effect on supply chains and
customer satisfaction.

Increased Repair Costs:
Breakdown maintenance tends to be more expensive than preventive maintenance. Emergency
repairs often require the procurement of urgent spare parts, and the cost of emergency services
can be substantially higher.

Compromised Product Quality:
In the electronics industry, substandard repairs or quick fixes may compromise the quality and
reliability of products, potentially leading to recurrent failures or safety issues.



4) Integrating Breakdown Maintenance with Preventive Maintenance
To enhance the reliability and sustainability of the computers and electronics industry, a
balanced maintenance approach that integrates both breakdown and preventive maintenance is
essential. A few strategic steps can be taken to achieve this:

Data-Driven Predictive Maintenance:
Embrace data-driven predictive maintenance practices that leverage advanced analytics and
machine learning algorithms to predict potential equipment failures before they happen. This
proactive approach minimizes the reliance on breakdown maintenance.

Skill Development:
Invest in training and skill development programs for technicians and engineers to bridge the
gap between breakdown and preventive maintenance practices. A well-trained workforce can
significantly improve the industry’s overall maintenance approach.

Modernizing Infrastructure:
Adopting modern, robust equipment with built-in diagnostic capabilities can help in proactive
fault detection, reducing the frequency of breakdowns.

Understanding Common Electronics Issues
Do you have an electrical issue you’re looking to fix? Read our guide to learn some common
electrical problems you might face, and the best solutions for each.
It’s not just the nation’s power grid that’s antiquated. The wiring inside many houses is also out
of date, straining to supply our ever-growing collection of electricity-hungry appliances, lighting,
and electronics.



“The circuits in these older homes weren’t designed to power the many gadgets of modern life,”
says electrician Allen Gallant, who has wired six This Old House TV project houses.
The signs of strain may be obvious—a tangle of extension cords and power strips sprouting
from a single outlet—or lurking unseen behind walls, ceilings, and cover plates.

Protecting the Fuse Box
Fuse boxes, like the one above, are less common these days than circuit breaker panels, but
they work just fine — unless someone installs fuses with a higher amperage than the wires can
safely handle. That can cause the wires to overheat, damaging their protective insulation and
increasing the risk of fire.

Once the insulation has been damaged, the danger remains even if the offending fuse is
replaced with one that’s the proper amperage. To fix it, the old circuit must be rewired.

Hire a Pro & Avoid Fire Hazards
Some wiring problems are just inconveniences. But others can pose serious fire or electrocution
hazards. If you’re buying a house (especially one that’s more than 50 years old), or if you’ve
never had your wiring inspected, it’s a good idea to hire a licensed electrician to give your home
a thorough going-over.

“He’ll look at the insulation on the wires to see if it’s dried out and fraying, he’ll look for corrosion
in the service panel, and he’ll look to see if a previous owner did anything unsafe,” Gallant says.
After that, he recommends getting a quick follow-up inspection every five years.
Don’t be alarmed if the inspection turns up code violations. Each time the electrical code is
revised, old wiring is “grandfathered,” on the assumption it was installed correctly. Code only
requires you to update wiring in rooms being gut-renovated.

To help you assess the state of your own electrical system, we’ve asked Gallant to identify the
10 most common wiring problems he sees, the dangers they pose, and his recommended
solutions.

Common Electrical Problems
1. Overlamping
Illustration by Ian Warpole
What it means: A fixture has a light bulb with a higher wattage than the fixture is designed for.
Code violation? Yes.

Danger level: High. The bulb’s intense heat can scorch or melt the socket and insulation on the
fixture’s wires, which increases the risk of arcing — sparks that jump through the air from one
wire to another — a chief cause of electrical fires. The damage to socket and wires remains
even after the bulb has been removed.



Solution: Stay within the wattage limit listed on all light fixtures made since 1985. For older,
unmarked fixtures, use only 60-watt bulbs or smaller.

2. Uncovered Junction Boxes

Illustration by Ian Warpole
What it means: Because a junction box houses the splices where wires are connected to one
another, a person could inadvertently damage the wires or get a shock.
Code violation? Yes.

Danger level: Minimal, as long as wires aren’t within reach.

Solution: Spend a few cents to buy a new cover and install it with the screws provided.

3. Flickering Lights When It’s Windy
Illustration by Ian Warpole
What it means: Frayed wiring in the weatherhead (the outdoor fitting where overhead cables
from the power line come into the house) is causing a short whenever the cables move.
Code violation? No.

Danger level: High. Aside from the annoyance, the frayed wiring can arc and start a fire.

Solution: Contact the electric utility, which may replace the weatherhead at no charge.

4. Too Few Outlets
Illustration by Ian Warpole
What it means: Heavy reliance on extension cords and power strips.



Code violation? No; grandfathered in. (Today’s codes require receptacles within 4 feet of a
doorway and every 12 feet thereafter.)

Danger level: Minimal, as long as you use heavy-duty extension cords, 14-gauge or thicker.
(The thicker the wire, the lower the gauge number.) Undersize extension cords (16-gauge or
smaller) can overheat and ignite a fire if loads are too heavy.

Solution: Add more outlets. Expect to pay an electrician about $100 per first-floor outlet and
double that for second-floor work. (There will likely be a minimum charge.) This work requires
cutting holes in walls and ceilings to snake the wires. Some electricians will patch the holes;
others leave the patching to you.

5. No GFCIs
Illustration by Ian Warpole
What it means: Increased risk of electrocution in wet areas, such as baths and kitchens. GFCIs
(ground-fault circuit interrupters) shut down circuits in 4 milliseconds, before a current can cause
a deadly shock.

Code violation? No; grandfathered in. (Codes today require GFCIs within 4 feet of any sink and
on all garage, basement, and outdoor outlets.)
Danger level: High.

Solution: Replace old receptacles with GFCIs (about $12 each). This is a simple job that many
homeowners do themselves. Electricians charge about $20 per outlet. (There will likely be a
minimum job charge.) Note: As an alternative, GFCI breakers ($25) can be installed on the main
electrical panel. But then every time one trips, you have to go down to the basement to reset it.

6. Overwired Panel
Ian Warpole
What it means: The panel contains more circuits than it’s rated to handle because too many
single-pole breakers (one circuit) have been replaced with tandem breakers (two circuits) in one
slot. (Tandem breakers aren’t the same as high-amp double-pole breakers, which take up two
slots with one circuit.) A label on each panel specifies how many circuits the panel can
accommodate.

Code violation? Yes.
Danger level: Minimal. It may become an issue when the house is being sold and an inspector
looks inside the panel.

Solution: Add a subpanel with a few extra slots ($250), or, if you’re planning major home
improvements, replace the existing panel with a larger model ($500 to $800).

7. Aluminum Wiring
Ian Warpole



What it means: You have a type of wiring, used in the 1960s and ’70s as a cheap substitute for
copper, that is no longer considered safe.

Code violation? No; grandfathered in.
Danger level: High. Aluminum corrodes when in contact with copper, so connections loosen,
which can lead to arcing and fires.

Solution: Retrofit a dielectric wire nut approved for aluminum wire (a pair sells for less than $1)
onto each copper/aluminum connection in light fixtures. These nuts have a special grease that
stops corrosion while maintaining conductivity. Make sure any replacement switches and
receptacles are labeled AL-compatible.

8. Backstabbed Wires

Illustration by Ian Warpole
What it means: On newer switches and receptacles, wires pushed in the back are more likely to
come loose than those anchored around screw terminals.

Code violation? No. The practice is allowed, even for new construction.
Danger level: It depends. At a minimum, loose wires can cause a receptacle or switch to stop
working. In the worst case, they can start a fire.

Solution: Check for backstabbed connections by removing a switch or receptacle from its outlet
box. If one is backstabbed, there are likely to be more. Release the wires and attach them to the
appropriate screw terminals on the receptacle.



9. Ungrounded (2-prong) Receptacles
Illustration by Ian Warpole
What it means: Your house’s wiring has no way to safely conduct any stray current that escapes
the confines of the wires.
Code violation? No; grandfathered in. (Today’s code requires grounded circuits and
receptacles.)

Danger level: Minimal, as long as you don’t use an adapter to fit a three-prong plug into a
two-prong receptacle. Doing so could destroy the device you’re plugging in, and increase the
chance of electrocution.

Solution: Replace two-prong receptacles with properly grounded three-prong ones, if wiring
allows it (Also, test all existing three-prong receptacles with a GFCI circuit tester to make sure
they’re grounded. Rewire any that aren’t.

10. Plug Falls Out of Receptacle
\Illustration by Ian Warpole
What it means: Worn contacts in receptacle no longer grip the prongs firmly.
Code violation? No.

Danger level: High. Loose contacts can cause arcing, which can ignite dry wood and dust.
Solution: Replace the old receptacles as soon as possible. (A new one costs about $2.) Many
homeowners feel comfortable doing this themselves. Electricians will charge about $8 or $10
per outlet, although there’s likely to be a minimum charge for small jobs.

Old Electrical Wiring: Is It Safe?
Today’s standard household wiring is a plastic-sheathed, insulated three-wire cable, universally
known by the trade name Romex. But the vintage copper wiring in many older houses works
just as well as the new stuff, as long as it’s in good condition and hasn’t been altered in a way
that violates code. Here are some wiring systems you’ll find in older homes.

Knob and Tube
The earliest residential wiring system has a cloth-covered hot wire and a neutral wire, which run
parallel about a foot apart. Ceramic knobs anchor the wires to the house framing; ceramic tubes
are used where wires cross or penetrate framing.
Caveats: Cannot be grounded or spliced into a grounded circuit. Its soldered connections may
melt if too much current flows through them. Rewire or disconnect any circuits covered with
building insulation; it causes this wiring to overheat.

Armored Cable (Bx)
The successor to knob and tube. A flexible steel sheath covers hot and neutral wires, which are
insulated with cloth-covered rubber. The sheath provides a ground, so grounded receptacles are
easy to retrofit.



Caveats: Sheath must be anchored securely to a metal outlet box. Check the condition of
insulation every five years or so; it degrades over time, as shown above, or if too much current
is allowed to flow through the circuit.

How To Clean A Computer Screen And Keyboard
Believe it or Not! A computer or laptop is a breeding ground for lethal germs and bacteria. It is
one of the dirtiest spots in an office or house. According to the studies by microbiologists,
keyboards have around 300 to 4,000 bacteria per square inch- shockingly more than a toilet
seat. Unfortunately, most people who use computers have bad hand hygiene habits, such as
eating at their desks, using the keyboard with dirty hands, etc. The worst part is that computers
are one of the most overlooked things when cleaning and sanitising any workspace or a home
office. So, here are some tips and tricks to help clean your computer screen, keyboards and
other parts with precision.

From smudged screens to dirt-laden keyboards and dusty vents, this guide can help you tackle
everything using proper tools to ensure a healthy and hygienic indoor environment. So, consider
this step-by-step cleaning guide:

Stock Up On Necessary Cleaning Tools

Computer screens, keyboards, laptops and other delicate electronic equipment need specific
cleaning tools, including:

○ A cleaning tool with a lint-free microfiber cloth- It is used to grab loose dirt, dust, grime
and other particles without leaving scratches behind.



○ A Soft-bristled brush: Make sure it has a pointed tip to reach between keys and other
hard-to-reach areas.

○ Handheld vacuum machine, if required
○ Many seasoned end of lease cleaners in Sydney suggest using rubbing alcohol to kill

germs and bacteria.
Regular cleaning of computer systems can help businesses to maintain a clean office
environment, which can boost employee’s productivity and company’s growth in the long run.

Back-Up Your Data
It is important to back up your data before deep cleaning your computer system or laptop. You
can back up your data to a hard drive or a cloud-based service to ensure you can save and
access data in case your computer faces any issues after cleaning.

Turn Off Your System
According to the end of lease cleaning Sydney Experts, it is recommended to switch off your
electronic devices and equipment before starting the cleaning process. Disconnect your system
from the main source to avoid short circuits or corrosion. Make sure you plug in your computer
again when all surfaces are completely dry.

Remove Dust From The Exterior
It is good to dampen the lint-free microfiber end of your cleaning tool. Now, gently clean the
shell of your computer or laptop. Make sure you wipe off the dampened area with a dry cloth to
reduce smudging. This is an important step to keep dirt and loose particles at bay.
Disinfect The Trackpad
Believe it or not! Trackpads can harbour up to 400 times more germs than a toilet seat. Some of
the common types of bacteria present on trackpads are:

○ Staphylococcus aureus
○ coli, and
○ Streptococcus
○ Foodborne illness Pathogens

These can lead to common health hazards, such as flu, cold and food poisoning. To disinfect
your laptop’s trackpad, pour a few drops of rubbing alcohol on a microfiber cloth and wipe off the
surface. Do not forget to target the edges to get rid of accumulated dust, dirt and grime.

Don’t Forget The Vents
There is no denying that clogged vents can affect the performance and longevity of your
computer or laptop’s performance. The different components of your system generate heat
during operation. The vents play a pivotal role in drawing in cool air and expelling hot ones-
maintaining the internal temperature of your computer. Accumulated dust and loose debris in
the vents can disturb the airflow, causing components to heat faster. So, ensure you keep vents



clean and gunk-free. Use an electronic brush to tackle build-up dust, dirt and grime around the
vents, ports and jacks.

Clean And Polish Your Computer Screen
Maintaining a clean and shiny computer screen is imperative for optimal viewing. Instead of
using abrasive cleaning products or tools, you can take a lint-free cloth and rubbing alcohol to
remove fingerprints and smudges. Wipe off your computer screen with a microfiber cloth. Follow
circular motions to avoid smudges and scratches. Do not scrub or rub the surface as it can
damage the screen. Dry the surface and see a sparkling-clean computer screen with minimum
effort. Read on the guide to understand the difference between methylated spirits vs. Isopropyl
alcohol for cleaning your computer screens and other surfaces before making the final decision.

Clean Your Keyboard

According to professional end of lease cleaners in Sydney, you should never apply any liquid
cleaning solution directly to your electronic device. This could cause damage. For attention to
detail cleaning of your keyboard, keep the following tips in mind:

○ Turn the keyboard upside down and shake it well to get rid of loose dirt and food crumbs.
○ Use a can of compressed air to blow out stuck debris between the keys.
○ Slightly dampen the cleaning cloth with rubbing alcohol and wipe down the keys and

surrounding areas.
○ Dip a cotton swap in white vinegar solution and remove stubborn stains from the edges.

Squeeze out an excess solution to prevent fluid penetration inside the keyboard.
○ You can also remove keys and wash them in soapy water if you have removable

keycaps.
It is good to clean every nook and cranny of your rental property, including electronic devices, to
prevent cleaning disputes at the end of your tenancy. You can even hire professionals to pass
your inspection without any stress.



Wrapping Up
Hopefully! This guide helped you clean a computer screen and keyboard the right way. It is good
to follow personal hygiene and limit eating at your desk while working. This will prevent the
accumulation of food crumbs and keep germs at bay. For dust and dirt build-up, use a lint-free
cleaning cloth and rubbing alcohol to achieve the best outcomes.

Best Practices for Cleaning Electronics
Many of the typical methods of cleaning other surfaces may not apply to cleaning electronics.
You have to be especially careful when cleaning computers, gaming consoles, or televisions, as
they are made with sensitive materials.

Thankfully, there are many products on the market to safely clean electronics. There are also
several methods of cleaning electronics using common household cleaners.

Why bother cleaning games, televisions, and other devices? Regular cleaning ensures
that your devices continue to work properly and extend their lifespan.

1. Use Cleaning Cloths
The type of cloth you use to clean your electronics is important. Most cloths are too hard on
your electronic surfaces. Paper towels can also scratch or abrade electronics, so opt for softer
fabrics. Microfiber cloths work well for your devices.

There are also many cloths you can buy that are specially-made for electronic cleaning.
You can also try using small, soft sponges to absorb grime.

2. Use Rubbing Alcohol
Most cleaning fluids are too harsh to use on electronics and could potentially ruin them. The
safest route is to dampen a cloth with a mixture of water and isopropyl rubbing alcohol and use
this mixture to clean off surfaces.

You can also use water for most cleaning if you’re worried about using rubbing alcohol.
When cleaning any electronics with these liquids, though, be sure not to spray any
directly onto your devices. Moisten the sponge or cloth first to wipe down surfaces.

3. Use Electronics Wipes
You can also buy specially made wet wipes to use on your electronics. These are useful if you
want a quick and easy way to do basic cleaning on your devices. When using these wipes,
make sure you follow the instructions.



Using normal wipes is not recommended as the chemicals found in cleaning wipes will be too
harsh for your electronics and could erode some material. Look for wipes marked “electronic
wipes’ to find products safe to use on your devices.

4. Use Compressed Air
If there are difficult to clean crevices on your electronics, such as between keyboard keys or
small corners, compressed air is a great method for getting dirt out. It’s also safe for your
electronics as no substances will be used that could potentially harm your devices.
Compressed air is also quite versatile. Areas you may not have been able to clean manually
can be cleaned using compressed air.

5. Use a Vacuum
When dust collects inside your electronics, it can cause them to stop working or drastically
reduce performance. That’s why cleaning dust out of your electronics, such as computers or
game consoles, is especially important.
The best way to do this is to use a vacuum. This will get all the dust out of any surface or vent.
Use the hose attachment to reach within the crevices of your electronics.

Keep Safety In Mind
It’s important to remember that electronic devices can’t be cleaned like any other surface or else
it could cause harm to the devices themselves as well as you. Keep these tips in mind to ensure
complete safety while cleaning your devices.

Turn Off and Unplug
Before you start to clean electronic devices, unplug them. Be extremely cautious when using
water or other liquids near electronics..



Even if you don’t think something could hurt or electrocute you, you also run the risk of
short-circuiting a device if it gets wet.

Use Specialized Cleaning Products
Although these methods work well, it’s worth looking into cleaning products made specifically for
electronics. These will help you clean thoroughly and eliminate the risk of damage.

Find an Expert
If the device is very dirty or complex to clean, you may wish to find a local expert to give your
item a deep cleaning.
If you can’t find a specialist in your area, you can ask among your friends and family to see if
anyone you know can help you.

Clean Your Electronics Regularly
The more often you clean your electronic devices, the less likely a dangerous build up of dust or
grime accumulates. This makes it easier and safer to clean them each time, and your
electronics will have a much longer lifespan too. Establish a routine of cleaning devices monthly
to make it a habit.

Troubleshooting Common Electronics Problems
As an industrial electrician, you'll encounter many complex electrical circuits and drives that will
break down as they age. Chances are, you won't be an expert in repairing these devices, but
you can take some practical steps to solve problems and help get your systems operational



again in a timely manner. Let's start with the motor drive. Solid-state electronic AC motor drives
are becoming more.

As an industrial electrician, you'll encounter many complex electrical circuits and drives that will
break down as they age. Chances are, you won't be an expert in repairing these devices, but
you can take some practical steps to solve problems and help get your systems operational
again in a timely manner. Let's start with the motor drive.

Troubleshooting motor drives. Because most failures occur within the power sections instead of
the circuit boards, they aren't very difficult to troubleshoot. The typical plant maintenance
technician will rarely see enough failures to build up any proficiency in repairing circuit boards.
Effective troubleshooting on a variable frequency drive (VFD) requires a methodical approach.
The classic divide-and-conquer method, taught by most technical schools, is effective when
knowledge of the equipment is limited. A good troubleshooter will first isolate the box or section
that isn't passing the signal and then work on it.

So how can you quickly and efficiently troubleshoot a dead VFD? Remember to always put
safety first. The capacitors within the power section can maintain a dangerous charge even after
the power is removed.

First make sure that the capacitors are discharged before putting your hands into the power
section. With the power off, begin checking the power sections of the drive. Then, place your
digital multimeter (DMM) in the diode check mode. Find the positive DC bus (sometimes this
may be brought out to a terminal), place the negative (black) lead from your DMM on it, and
then check each incoming phase in turn with the positive (red) lead. You should read a diode
drop of about 0.6V on each phase. If it reads open, then the charge resistor is open and needs
to be replaced. This is a common source of many problems.



Next, place the DMM's positive lead on the negative bus and the negative lead on each
incoming phase in turn as you did before. You should read a diode drop, not a short or an open.
Place one DMM input lead on the positive bus and the other on the negative bus. On this
measurement you should read the capacitor charging rather than a short.

To check the inverter section, place the positive DMM lead on the negative bus and the negative
lead on each output phase. You should read a diode drop because diodes are connected across
each output transistor. Again, you shouldn't read a short. Check the remainder of the inverter
section by placing the negative lead of the DMM on the positive bus, checking each output
phase again with the positive lead of the DMM. You should read a diode drop again and not a
short. If you read OPEN from either of these checks then the bus fuse is most likely open. If no
problems are present within the power section and the unit still won't function, it's either
improperly connected or programmed or has a bad circuit board.’

Newer PWM drives use IGBTs in the driver sections of the output, and are much less likely to
fail. These devices perform like a metal-oxide semiconductor field effect transistor (MOSFET).
When the voltage at the gate exceeds the threshold voltage, the device turns on. If the voltage
applied to the gate contact is less than the threshold voltage Vth, then the device is turned off
(Fig. 2).

Visual PLC troubleshooting techniques. Most PLCs incorporate light emitting diodes (LEDs) in
their design, which offer a good source of diagnostics. They can provide valuable information
about the wiring, and input/output (I/O) modules within the unit. Typically, I/O modules have at
least one LED indicator; input modules normally have a power indicator, while output modules
usually have a logic indicator.

A lit power LED on an input module indicates that the input device is operating and its signal is
present at the module. However, this indicator by itself can't isolate malfunctions to the module.
Consequently, some manufacturers provide an additional diagnostic indicator known as a logic
indicator. If a logic LED is lit, the logic section of the input circuit has recognized the presence of
the input signal. If the logic and power indicators don't match, then the module is unable to
correctly transfer the incoming signals to the processor. This indicates a module malfunction
and most likely points to the problem area.

The output module's indicator functions in a similar fashion to the input module's indicators.
When on, the logic LED indicates that the module's circuitry has acknowledged a command
from the processor to turn on. In addition to the logic indicator, some output modules incorporate
either a fuse indicator or a power indicator, or sometimes both. A blown fuse indicator displays
the status of the protective fuse in the output circuit. The power indicator displays that power is
being applied to the load. Similar to the power and logic indicators in the input module, if both
LEDs aren't on simultaneously, the output module is malfunctioning — again pointing to the
probable problem area.



As you can see, LED indicators greatly assist the troubleshooting process. With power and logic
indicators, you can immediately pinpoint a malfunctioning module or circuit. Although they can't
diagnose all problems, they serve as a good first round indicator of a system malfunction.

Troubleshooting the PLC inputs. If the field device connected to an input module doesn't seem
to turn on, a problem may exist somewhere between the line connection and the terminal
connection to the module.

First place the PLC in standby mode so the output isn't activated. This will permit you to
manually activate the field device. A limit switch can usually be manually closed to achieve this
result. When the field device is manually activated, the module's power status indicator should
turn on, indicating the power link is working properly. If this occurs, then the wiring most likely
isn't the root of the problem.

Next, analyze the reading of the PLC's input module. Place the PLC in its test mode. The device
should read its inputs and execute its program, but not turn on its outputs. If the PLC reads the
device correctly, then you know the problem isn't located in the input module. If it doesn't read
the device correctly, then the module could be defective. However, several causes are possible.
First, the logic side of the module may not be operating correctly. Second, its optical isolator
may be blown. Third, one of the module's interfacing channels could be damaged. In any case,
you'll need to replace the module.

Troubleshooting the CPU. PLCs also provide diagnostic indicators that show the status of the
central processing unit (CPU). These indicators include such display messages as POWER OK,
MEMORY OK, and COMMUNICATIONS OK.

You should first check that the PLC is receiving enough power from the transformer to supply all
the loads. If the power received is in accordance with specifications and the PLC still isn't
working, check for a voltage drop in the control circuit or for blown fuses. If these conditions are



all proper, then the problem lies in the CPU. Most likely, the diagnostic indicators on the front of
the CPU will display a fault in either memory or communications mode. Should one of these
indicators be lit, it's highly likely that the CPU needs to be replaced.

Bottom Line

The bottom line is, by following the best practices outlined in this guide, you can ensure the
long-term durability and optimal performance of your electronics. Regular cleaning, safe
handling, proper storage, and timely software updates are key to preserving the functionality
and lifespan of your devices. Investing time and effort into caring for your electronics now can
save you money on repairs or replacements in the future, and help you enjoy the full benefits of
your devices for years to come.
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